
Rewst is a convenient, no-code Robotic Process Automation 
(RPA) platform for Managed Service Providers (MSPs) that 
easily connects to your cybersecurity tools. You can leverage 
pre-built workflows or create both simple and complex 
workflows using visual interfaces to fill the gaps between 
your tools. This leaves you and your team free to focus on the 
strategy your clients need, rather than repeated manual tasks.

Rewst integrates with both SonicWall Network Security 
Manager (NSM) and Capture Client (SentinelOne). The 
Network Security Manager Pack empowers you to interact 
with your SonicWall firewalls, including working with license 
information for devices and blocking IP addresses and 
domains as part of a Security Orchestration Automation 
Response workflow. You can automate the provisioning of 
new SonicWall devices, which saves time and helps to ensure 
new devices are configured with the right security posture 
and in a standardized manner. 

You can also automate security updates for SonicWall devices. 
The Capture Client integration via SentinelOne can streamline 
automation for threat management and forensics, including 
automating the checking of endpoints for unmitigated 
malicious activity. This frees your technicians to respond to 
threats rather than spend hours doing research.

Rewst can help you demonstrate the value you and your tools 
deliver to your clients as well. By automatically creating tickets 
and updating tickets with automated actions taken, you have 
a definitive record to show your clients how you’re protecting 
them around the clock and solving issues before they become 
major problems. These integrations can be part of your larger, 
multi-vendor automation playbook, thus streamlining your 
entire business. 

Ready to begin automating? Check out the integration setup 
guides to get started! 

SonicWall NSM

Capture Client via SentinelOne

Automate Manual Processes with SonicWall and Rewst
Work more efficiently and demonstrate maximum client value.
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https://www.sonicwall.com/
https://docs.rewst.help/documentation/integrations/security/sonicwall-nsm/sonicwall-integration-setup
https://docs.rewst.help/documentation/integrations/edr/sentinelone/sentinelone-integration-setup
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About SonicWall
SonicWall is a cybersecurity forerunner with more than 30 years of expertise and a relentless focus on its partners. With the 
ability to build, scale and manage security across the cloud, hybrid and traditional environments in real time, SonicWall can 
quickly and economically provide purpose-built security solutions to any organization around the world. Based on data from 
its own threat research center, SonicWall delivers seamless protection against the most evasive cyberattacks and supplies 
actionable threat intelligence to partners, customers and the cybersecurity community. 
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